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You have just received the 
Foglight admin password. 
It’s time to take the next 

steps…



• Discover essential support and community resources to enhance your 
experience.

• Conduct version checks to ensure optimal support coverage.

• Understand the upgrade requirements and steps for seamless 
operation.

• Learn how to validate your deployment and perform a thorough security 
audit.

• Review alarm settings, explore templates, and set up notification 
channels to stay informed.

• Get insights into report setup and access to dashboards

Agenda



Support and Community 
Resources
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Support and Community resources

• https://support.quest.com/foglight  
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Support Account

• My Account – verify correct contact details, licenses, products, etc.
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Support Notifications

• Notifications & Alerts – security alerts, new releases, etc.
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Product Life Cycle

• Verify current supported versions of Foglight and support end dates
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Blogs: 
https://www.quest.com/community/blogs/b/performance-monitoring

Forum:
https://www.quest.com/community/foglight

Quest Community
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Demo



• Skills 101 has moved to a new location:

https://www.quest.com/data-management-skills-training/ 

• Webcasts have been archived since April 2017 and are organized by category:

https://www.quest.com/community/blogs/b/performance-monitoring/posts/foglight-
skills-101-webcast-series

Foglight 101 Skills Archive

https://www.quest.com/data-management-skills-training/
https://www.quest.com/community/blogs/b/performance-monitoring/posts/foglight-skills-101-webcast-series
https://www.quest.com/community/blogs/b/performance-monitoring/posts/foglight-skills-101-webcast-series


Get to Know Your Account Manager

Your account 
manager is there to 
help you

01
Can provide details 
on the history of 
Quest in your 
organization

02
Can get project 
reports from PSO 
on customizations, 
recent work, any 
remaining hours, 
etc.

03
Can setup sessions 
on product “tips & 
tricks”, etc.
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Versions and Upgrades
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1. Verify the versions of the Foglight Management Server (FMS)
(this is generally what is referenced on the product life cycle page, eg. 7.1.5)

2. Verify the cartridge versions for databases, etc.
(these can be updated independently from the FMS and are generally performed to 
enable new functionality)

Version check and upgrade planning
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Verify FMS Version

• Screenshot of FMS version location
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FMS Configuration and Version

21



OS, Mail and Ports
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Verify Cartridge Versions

• Screenshot of Cartridge Inventory
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Upgrade Planning

Determine what needs to be upgraded (FMS, Agent Manager, cartridges) 
and the urgency (see product lifecycle tab on support)

• There may be dependencies that a cartridge needs, etc.

Backup all relevant components including FMS and PI databases

Run through the upgrade in your test / green environment

Generally: run the “all-in-one” installer if it’s a full upgrade of all 
components

• Use Agent Managers dashboard to upgrade the agent managers and some agents

• Use Databases dashboard for SQL Server, Oracle, DB2



Deployment Validation
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Deployment validation

Review

Review deployment guide 
for compute resource 
requirements

Validate

Validate against your current 
implementation

Check

Check Agent Managers 
dashboard for number of 
agent managers, agent 
count per manager, any 
alarms or disconnected 
agent managers



Deployment Guide
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Agent Managers Dashboard

28



Consider Additional Deployments

There is no license cost for 
FMS when used for 

Database-only monitoring

Good practice to have a “non-
production” install in order to 

validate upgrades, etc.

Consider installing a small, 
“vanilla” FMS (sandbox)

Use it to check what is “out of 
the box” vs. customized

I have one installed on a 
laptop with 2 cpu and 4 GB 

RAM.. And it works fine!



Security / Audit
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Security

Verify
• Verify the methods users are using to connect to Foglight (SAML, AD, native)

Check
• Check the groups and roles that users are mapped to

Pay

• Pay attention to those in the Foglight Security Administrators and Foglight 
Administrators groups

Check 
on

• Check on any custom groups or roles (this is where the “vanilla” FMS can 
help!)

Create
• Create a “backup” admin login and change the “Foglight” user password
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Security
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Security



Audit

Use Audit dashboard for time period to 

show internal Foglight events/changes 

along with user interactions

Data is stored in a user readable 

format.. Query the auditing_log table 

in the FMS repository DB
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Audit
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Audit



1. Check if User Level Access is being used on the Databases dashboard

2. If so, verify that users/groups are mapped correctly and still valid

Databases – User Level Access



Demo



Alarm Analysis and 
Review
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• The Alarm Analysis tab of the Alarms dashboard is very useful

– What alarms have fired? How many times over the time interval?

– What are the most frequent alarms?

– What severities are firing the most?

Alarm Analysis Dashboard
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Alarm Analysis



• Disable alarms that you’re not going to respond to

– No need for excess noise

• Turn down alarms that may be too noisy

– Disable severity, adjust thresholds, add exclusions or scoping query

• Be mindful of the number of historical alarms in the alarms table

– This can be a major impact on UI performance!

• Install the Alarm Automation Pack

– https://www.quest.com/community/blogs/b/performance-
monitoring/posts/new---foglight-alarm-automation---community-edition 

Alarm Management
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Split out the 2 rules for 
alarm management 

from the DB 
Expansion Pack

Clear alarms after 3 
days

Delete alarms after 30 
days

• Can configure those via 
registry variables

Alarm Automation Pack
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Alarm Automation Pack



There are self-monitoring rules as part of the Core package

Monitor various conditions with the Foglight server, performance, 
licenses, agents, etc.

Bigger topic around automation and self-monitoring

Core Alarms
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Core Alarms



Notification Channels
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Report Setup
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• Get input from user community on the reports that they would like to 

have

• Verify the reports that are scheduled are valid and being used

• Verify the schedules for reports

– Tracked down a severe performance issue to having multiple reports set 
on the “every 5 minutes” schedule!

• Cleanup the saved reports

Report Cleanup
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Manage Reports



Clean up Generated Reports
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Dashboard Access
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Dashboard Access

• My Dashboards for current logged in user

• Configuration -> Definitions for other 
users’ dashboards

Verify what custom 
dashboards are out 

there

• Developers, Operations, Management, 
Application Owners, etc.

Start a list of additional 
audiences for Foglight 

data – beyond the 
Database team



62

Dashboard Access



If you still have 
time…
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Thank You
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Looking Forward to Seeing You There

Register Today!

Foglight 101 Series: Episode 4

Mastering SQL Server Performance

Janis Griffin

Dec. 18th 2024


	Slide 1
	Slide 2: You have just received the Foglight admin password. It’s time to take the next steps…
	Slide 3: Agenda
	Slide 4: Support and Community Resources
	Slide 5: Support and Community resources
	Slide 6: Support Account
	Slide 7: Support Notifications
	Slide 8: Product Life Cycle
	Slide 9: Quest Community
	Slide 10: Demo
	Slide 16: Foglight 101 Skills Archive
	Slide 17: Get to Know Your Account Manager
	Slide 18: Versions and Upgrades
	Slide 19: Version check and upgrade planning
	Slide 20: Verify FMS Version
	Slide 21: FMS Configuration and Version
	Slide 22: OS, Mail and Ports
	Slide 23: Verify Cartridge Versions
	Slide 24: Upgrade Planning
	Slide 25: Deployment Validation
	Slide 26: Deployment validation
	Slide 27: Deployment Guide
	Slide 28: Agent Managers Dashboard
	Slide 29: Consider Additional Deployments
	Slide 30: Security / Audit
	Slide 31: Security
	Slide 32
	Slide 33
	Slide 34: Audit
	Slide 35
	Slide 36
	Slide 37: Databases – User Level Access
	Slide 38: Demo
	Slide 47: Alarm Analysis and Review
	Slide 48: Alarm Analysis Dashboard
	Slide 49
	Slide 50: Alarm Management
	Slide 51: Alarm Automation Pack
	Slide 52
	Slide 53: Core Alarms
	Slide 54
	Slide 55: Notification Channels
	Slide 56: Report Setup
	Slide 57: Report Cleanup
	Slide 58
	Slide 59: Clean up Generated Reports
	Slide 60: Dashboard Access
	Slide 61: Dashboard Access
	Slide 62
	Slide 63: If you still have time…
	Slide 64: Thank You

