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Agenda 

1. Query Insights

2. Alarm Templates

3. Audit Log

4. Swagger UI 

5. Replacing Literals

6. MySQL & PostgreSQL PI

7. Foglight Cloud



What is ‘Query Insights’

Query Insights finds, ranks and sorts the highest impact queries that are causing performance issues.

The most time-consuming 

queries

The most frequently 

executed queries

Pinpoints specific queries 

causing issues

Narrows down the scope 

of your analysis



Where Next Meets Now.



Where Next Meets Now.



Using Alarm Templates

The ‘Alarm Templates’ dashboard displays the default factory template and any duplicated or created templates. 

For each template, you can view the configured targets, selected domains, and available alarms for that domain.



Using Alarm Templates

• Creating a new template

• Duplicating a template

• Setting Default Templates

• Viewing template information

• Editing templates

• Attaching Targets to Templates

• Removing Targets from a 

template

• Deleting a template



Using Alarm Templates: Notification Channels

Foglight has a notification system that allows users to receive alerts or notifications about events and issues detected within 

the monitored environment. These notifications are sent through communication channels, referred as Notification 

Channel



Managing Notification Channels | Managing Contacts | Setting Alarm’s Notification

Using Alarm Templates: Notification Channels



Managing Notification Channels | Managing Contacts | Setting Alarm’s Notification

Using Alarm Templates: Notification Channels



Using Swagger UI 

• API’s

• Alarm Templates

• Audit Log

• Telemetry

https://hostname/api/openapi/swagger-ui 

https://hostname/api/openapi/swagger-ui


Audit Log
The View Audit Information dashboard allows you to review these logs and to filter them to show information for a specific time 

span.



Replacing Literals

Foglight replaces string and numeric 

literals in uploaded SQL statements 

and queries by default as they may 

contain sensitive or Personally 

Identifiable Information (PII). 

The placeholder data has no reference 

to the original data, cannot be 

reversed into the original data, and 

has no association with the original 

data.

Before uploading to Foglight On upload to Foglight string literals are replaced

select @quest select @quest

select ‘quest’ select ‘** Removed by Foglight **’

select ‘quest’ and ‘TIGER select ‘** Removed by Foglight **’ and ‘** Removed by Foglight **

select ‘quest’ SET QUOTED_IDENTIFIER OFF; 

select “tiger”

select ‘** Removed by Foglight **’ SET QUOTED_IDENTIFIER OFF; 

select “** Removed by Foglight **”

select ‘quest’ SET QUOTED_IDENTIFIER OFF; 

select “tiger” SET QUOTED_IDENTIFIER ON 

select “wolf”

select ‘quest’ SET QUOTED_IDENTIFIER OFF; select “tiger” SET 

QUOTED_IDENTIFIER ON select “wolf”.

select ‘quest’ /* this is a comment ‘Next’ line */ ‘frog’
select ‘** Removed by Foglight **’ /* this is a comment ‘Next’ line */ ‘** 

Removed by Foglight **’

select payment where ccn = ‘12345678901234’; select payment where ccn = ‘** Removed by Foglight **';

‘select top(526) from aaa’ ‘** Removed by Foglight **’

begin – get the data select target_data from 

sys.dm_xe_sessions s join 

sys.dm_xe_session_targets t on 

t.event_session_address = s.address where 

s.name = 

N’FoglightWorkloadAnalysis_MEL602102_3843_m

el602102_sql2008r2_sqlserver’ and t.target_name 

= N’ring_buffer’ – stop session

begin – get the data select target_data from sys.dm_xe_sessions s join 

sys.dm_xe_session_targets t on t.event_session_address = s.address 

where s.name = N’** Removed by Foglight **' and t.target_name = N'** 

Removed by Foglight **' – stop session

select ‘quest’ ‘hare’ select ‘** Removed by Foglight **’ and ‘** Removed by Foglight **’

select ‘quest’ – ‘hare’ select ‘** Removed by Foglight **’ – ‘hare’

select ‘quest’ – ‘hare’ – select ‘** Removed by Foglight **’ – ‘hare’ –

select ‘quest’ and “hare” select ‘** Removed by Foglight **’ and “hare”

select ‘quest’ and “hare” and ‘quest’
select ‘** Removed by Foglight**’ and “hare” and ‘** Removed by Foglight 

**’

select ’q"ue' and ‘hare’ and ’q"ue'
select ‘** Removed by Foglight***’ and ‘** Removed by Foglight **’ and ‘** 

Removed by Foglight **’



Replacing Literals



MySQL PI
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Latest Release – 1st Aug 2024

Features Enhancements of Foglight for Databases:

• Add the ability to remove literals from queries collected 

and supported for the following database cartridges: SQL 

Server, Oracle, Azure DB, DB2, MySQL, PostgreSQL, 

SAP Hana, Snowflake, Redis, Redshift, MongoDB, 

Cassandra

• Easy link to Query Insight dashboard - Query Insight 

dashboard is now accessible directly from the Database 

Global view dashboard.

• Add the ability to set PI data storage period to lower then 

1 year  (minimum 90 days)​

• Audit kill sessions - The audit record will be created 

when a user terminates a database session using the 

Sessions dashboard on SQL Server and Oracle or in the 

Current Agent dashboard on DB2.

• Enhance historic blocking analysis in SQL Server PI. Add 

the ability to view more detailed information about locked 

resources.

• Configure Long running session alarms in both Oracle 

and SQL Server ​

Security Enhancements

• Updated Java JRE used by Foglight to 

version 17.0.11

• Updated third-party libraries

• Addressing issues with supporting HTTPS 

traffic when the FMS is running in FIPS mode

Foglight Agent Manager Enhancements

• Update the SSH library used by agents to 

provide support for newer encryption and 

signature algorithms.

User Experience Enhancements

• Fixed date format inconsistency in timeframe 

selector

• Timeframe reset when zoom-in on a wcf chart 

and set



Latest Release – 1st Aug 2024

• SQL Server 7.2.3.12

• Oracle 7.2.3.12

• DB2 7.2.3.10

• Azure SQL DB 7.2.3.12

• MySQL PI 7.2.3.12

• MongoDBAgent 7.2.3.10

• PostgreSQLAgent 7.2.3.10

• MySQL 7.2.3.10

• SnowflakeAgent 7.2.3.10

• RedshiftAgent 7.2.3.10

• SAP ASE 7.2.3.10

• FglAM linux 7.1.5

• FglAM windows 7.1.5

https://support.quest.com/foglight/kb/4376552/foglight-7-1-5-release-notes 

https://support.quest.com/foglight/kb/4376552/foglight-7-1-5-release-notes


PostgreSQL PI (ETA this QTR Aug/Sep ‘24)
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Foglight Cloud

Foglight Cloud is a managed software that combines many of the capabilities of Foglight for 

Databases and Foglight Evolve. Foglight Cloud offers extensive diagnostic capabilities and performance 

monitoring for databases, servers, virtual machines, containers, and cloud services

Foglight for Databases 

• SQL Server & Oracle (all flavors), MySQL, Postgres, 
Cassandra, MongoDB, Redshift, Redis, Snowflake, SAP 
HANA), Azure SQL DB, Infrastructure (host)

Foglight for Infrastructure

• Infrastructure (host), Hyper-V, VMWare, vCloud, Cloud 
Providers (Azure, AWS, Google), Containers 

• Time to Value within Hours (TTV)

• Reduces Total Cost of Ownership 
(TCO)

• Continuous Updates Provide Users with 
Recent Tech Innovations Faster Than 
Conventional Systems

• Managed Maintenance of Foglight 
Cloud Minimizes Downtimes, Boosting 
Efficiency and User Contentment

https://www.quest.com/products/foglight-for-cross-platform-databases/
https://www.quest.com/products/foglight-for-cross-platform-databases/
https://www.quest.com/foglight-evolve/


Where Next Meets Now.
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